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ABSTRACT  

The implementation of an advanced ATM theft avoidance system addresses the urgent need 

for improved security due to the rising frequency and sophistication of ATM-related crimes. 

This initiative is driven by the pervasive issue of ATM theft and fraud, which have become 

significant concerns worldwide. The system described in this paper aims to provide a robust 

solution for preventing and mitigating such criminal activities.   

The system integrates a MEMS (Micro-Electro-Mechanical Systems) module, 

crucial for detecting tampering or suspicious activities at the ATM. An ARM (Advanced 

RISC Machine) controller continuously collects data from this MEMS module. Upon 

detecting potential theft, the system activates several security measures: it triggers an alarm 

with a buzzer, controls the ATM gate using a DC motor, sends an SMS alert via a GSM 

(Global System for Mobile Communications) module to authorized personnel, and displays 

the status on an LCD monitor. If an IR sensor detects misuse, the system responds similarly 

sounding the buzzer, controlling the gate, sending an SMS, and updating the LCD. Keil 

software is used for programming, ensuring all components work together seamlessly. The 

system enhances ATM security, increases user safety, detects criminal activities, and offers 

cost-effectiveness with low power consumption.  

 The ATM Security System using ARDUINO begins by initializing the 

microcontroller's port settings for both input and output operations. The LCD is also set up 

to display ongoing process information. The system first checks for input from a MEMS 

sensor. If the MEMS sensor detects input, the system responds by activating a buzzer to emit 

a beep sound, using a servo motor to close the ATM door, and sending an alert message via 

GSM to the police station with the text, "ATM Theft Alert! Please Check." The LCD will 

display details about the ATM theft situation. If no input is received from the MEMS sensor, 

the system then checks for input from an IR sensor. A positive input from the IR sensor 

triggers the same response: the buzzer sounds, the door is closed by the servo motor, and an 

alert is sent to the police via GSM. The LCD updates to show an ATM theft alert. If no input 

is detected from either sensor, the LCD simply displays “No Alerts.”  
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CHAPTER 1  

INTRODUCTION  

1.1 OVERVIEW OF THE PROJECT  

The Advanced ATM Theft Avoidance System is an intelligent, technology-driven solution 

aimed at bolstering security in Automated Teller Machines (ATMs) against theft and 

unauthorized access. This innovative system utilizes a combination of microcontrollers, 

sensors, and communication modules to detect suspicious activity and respond with 

immediate protective measures. At its core, the system operates using an ARM-based 

microcontroller or Arduino board that efficiently coordinates various components to ensure 

seamless monitoring and rapid action when threats are detected. 

A critical part of the system is the MEMS (Micro-Electro-Mechanical Systems) 

sensor. This highly sensitive component detects physical tampering or unauthorized 

manipulation of the ATM. When the MEMS sensor registers unusual vibrations or 

movements suggestive of a break-in attempt, the microcontroller activates a series of 

security protocols. These include sounding an alarm through a buzzer, engaging a servo or 

DC motor to automatically shut the ATM door, and dispatching an SMS alert through a GSM 

module to notify the nearest law enforcement or bank officials. These real-time responses 

aim to prevent theft attempts and minimize damage or loss.  

  Complementing the MEMS sensor is the IR (Infrared) sensor, which serves as a 

secondary detection mechanism. It monitors the ATM surroundings for unauthorized 

presence or usage. If the IR sensor is triggered, it initiates the same sequence of actions as 

the MEMS sensor activating the buzzer, securing the ATM with the servo motor, and sending 

alert messages through the GSM module. These inputs are continuously monitored and 

managed by the ARM controller or Arduino board, ensuring swift responses to any threat. 

  The LCD display plays a vital role in communication by showing the system’s status 

and alert messages. In a normal scenario with no unusual activity, the display reads “No 

Alerts.” In the event of a security breach, the LCD updates to show messages such as “ATM 

Theft Alert” or detailed descriptions of the ongoing incident, thereby keeping users and 

responders informed. 
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Programming for this system is accomplished using Keil or Arduino IDE software, 

depending on the chosen microcontroller. The software enables seamless integration of all 

hardware components, ensuring that each sensor's input leads to the correct set of actions. 

The servo motor, buzzer, GSM module, and display all work in synchronization under the 

software's logic, delivering a reliable and effective security response.  

  This ATM theft prevention system is designed not only for its robust protective 

measures but also for its cost-effectiveness and low power consumption. The modular design 

allows for upgrades and enhancements, such as integration with cloud-based monitoring, 

AI-driven threat prediction, and real-time surveillance using cameras. In the future, the 

system could also support facial recognition and biometric validation for enhanced user 

authentication and security auditing.  

  The Overall system offers a comprehensive security solution that combines 

automation, real-time alerts, and intelligent response mechanisms. It is particularly valuable 

in high-risk areas where ATM crimes are prevalent and immediate intervention is crucial. 

By leveraging modern embedded systems and communication technologies, this system 

significantly enhances safety for both financial institutions and their customers. 

  The entire system is designed to be energy-efficient, running on low-power 

microcontrollers and sensors, making it suitable for continuous operation without frequent 

maintenance. Its modular architecture enables easy upgrades and component replacements. 

The use of widely available components also makes the system cost-effective, encouraging 

wide-scale deployment in both urban and rural locations. 

  In addition to its current capabilities, the Advanced ATM Crime Prevention System 

offers immense potential for future advancements. The integration of AI-driven analytics 

can significantly improve its ability to detect complex patterns of suspicious behaviour, 

allowing it to predict and prevent threats before they occur. Cloud connectivity could enable 

centralized surveillance, remote diagnostics, and real-time alert management across multiple 

ATMs, enhancing scalability and oversight. Future iterations may also incorporate facial 

recognition technology to identify known criminals or unauthorized users, along with 

biometric verification for legitimate transactions. By embedding machine learning 

algorithms, the system could learn from past incidents to refine its threat-detection logic 

over time. 
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1.2 OBJECTIVE OF THE PROJECT  

The primary objective of this project, “Advanced ATM Crime Prevention System using 

Wireless Communication,” is to design and implement an intelligent security mechanism for 

Automated Teller Machines (ATMs) that can automatically detect and respond to criminal 

activities. Traditional ATM security systems rely mostly on CCTV surveillance and security 

personnel, which can be delayed or ineffective in real-time scenarios. To overcome these 

challenges, this project introduces a system that uses sensors and wireless communication 

modules to instantly detect abnormal or suspicious activities such as break-ins, vibration, or 

unauthorized access. The goal is to enhance the overall safety and reliability of ATMs 

without depending heavily on manual monitoring.  

The system integrates multiple technologies including MEMS (Micro-Electro-

Mechanical Systems) sensors to detect force or vibration, IR (Infrared) sensors to identify 

motion or presence near the ATM, RFID (Radio Frequency Identification) for recognizing 

authorized users, and a GSM (Global System for Mobile Communication) module to send 

immediate alerts via SMS to police stations and bank authorities. Once any unusual 

movement or unauthorized access is detected, the system automatically triggers security 

measures such as locking the ATM door, activating a buzzer or alarm, and sending alert 

messages to nearby law enforcement. This multi-layered response ensures a swift reaction, 

reducing the chances of successful ATM tampering or theft.  

 The overall aim is to create a low-cost, reliable, and fully automated security system 

that provides round-the-clock surveillance and rapid response during emergencies. The 

project emphasizes minimal human intervention, ensuring the system functions continuously 

without fatigue or oversight. By automating the detection and alert mechanisms, the 

proposed solution improves the efficiency of ATM security infrastructure, builds public 

confidence, and helps financial institutions reduce losses due to criminal activities. 

Ultimately, this project demonstrates how embedded systems and wireless technologies can 

be effectively combined to develop smart security solutions for critical applications like 

ATMs. 
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1.3 ORGANIZATION OF THE PROJECT  

The first stage of the project begins with identifying the core issues related to ATM thefts 

and unauthorized access. This phase focuses on understanding the limitations of current 

ATM security systems and designing a framework that addresses these shortcomings. 

Through research and discussions with security experts, banking staff, and technical 

advisors, the requirements of an advanced crime prevention system are defined. Based on 

this, a clear project plan is created outlining the timeline, key features, hardware-software 

integration points, and risk management strategies.  

The next phase involves the design and prototyping of the system. The focus here is 

on selecting suitable hardware components such as the MEMS sensor for vibration 

detection, IR sensor for motion detection, RFID module for authorized access, and GSM 

module for communication. Simultaneously, the microcontroller-based logic is developed 

using platforms like Arduino. During prototyping, flowcharts and block diagrams are created 

to visually represent the entire system. Continuous testing and user simulation help refine 

the prototype and ensure that the basic functionality aligns with the desired objectives.   

With a working prototype in place, the system moves into the development and 

integration stage. Here, all hardware components are assembled and coded together for full 

operation. Algorithms for threat detection, emergency locking, and message alerting are 

implemented. The GSM module is configured to send real-time SMS alerts to designated 

phone numbers. Meanwhile, various scenarios are simulated like forceful entry or 

unauthorized access to verify the real-time responsiveness of the system. Iterative debugging 

and calibration are performed to improve reliability.  

Once the core functionalities are stable, the system enters a thorough testing phase. 

This includes functional testing, stress testing, and environmental testing to check 

performance under different conditions such as power fluctuations or sensor interference. At 

this point, ethical aspects such as user safety, system misuse, and data privacy are also 

evaluated. A trial installation may be conducted in a real or mock ATM environment. 

Feedback from this phase helps identify flaws or opportunities for enhancements in both 

hardware and logic.  



5  
  

Post-validation, a limited rollout is initiated where the system is provided to a small 

group of users or selected ATM sites for pilot testing. Training material is prepared for bank 

staff to understand the installation and operation of the system. User manuals, 

troubleshooting guides, and support resources are created. Real-time usage data and incident 

feedback from the pilot are recorded to further fine-tune the system. Any performance gaps, 

alert delays, or user discomforts are resolved in this stage before large-scale deployment.  

To ensure the longevity and scalability of the ATM Crime Prevention System, a 

strong focus is placed on post-deployment support and adaptability. This includes 

establishing a centralized monitoring system that can log alerts, track system performance 

across different ATM installations, and generate reports for bank authorities. Cloud 

integration is considered for real-time data synchronization, which enables remote 

diagnostics and firmware updates. Moreover, collaboration with law enforcement agencies 

is encouraged to streamline the response mechanism in case of emergencies. The project 

also explores integrating this system with existing banking software platforms to allow 

seamless interoperability and centralized control. This phase ensures that the project remains 

sustainable, efficient, and ready for future enhancements as the security landscape evolves.  

The last phase system is prepared for large-scale production and public rollout. 

Manufacturing workflows are optimized for quality and cost-efficiency. Technical 

documentation, warranty policies, and maintenance protocols are finalized. Partnerships 

with banks, security agencies, and ATM service providers are established for system 

deployment and support. As part of the long-term strategy, updates to the microcontroller 

firmware and GSM modules are planned to allow future upgrades. Continued monitoring, 

feedback collection, and R&D ensure the ATM Crime Prevention System remains effective 

and evolves with emerging security threats. 
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CHAPTER 2  

LITERATURE SURVEY  

2.1 EXISTING SYSTEMS  

Traditional Surveillance Systems  

Most ATMs are equipped with Closed-Circuit Television (CCTV) cameras that record all 

activities inside and outside the ATM booths. These recordings serve as crucial evidence 

after a crime has occurred. However, CCTV systems are reactive, not proactive — they 

cannot stop a crime in progress, nor can they immediately alert authorities without human 

monitoring. In many cases, the footage is reviewed only after a complaint or attack is 

reported. Furthermore, these systems often suffer from low-quality footage, blind spots, or 

non-functional cameras, making identification and prosecution difficult. The lack of 

integration with real-time alert systems is a major shortcoming.  

Biometric and Card-Based Authentication 

Some modern ATMs implement biometric authentication like fingerprint or iris scanning, 

along with RFID-based smart cards. These systems ensure only authorized users can access 

ATM functions. While they significantly enhance user-level security and reduce card-related 

frauds, they offer no protection against physical attacks on the ATM itself. Thieves can 

bypass these systems by targeting the hardware of the ATM (cash trays, vaults, power 

supplies), which remain vulnerable. Moreover, these technologies do not include sensors or 

alert systems capable of notifying security agencies about tampering or forced entry.  

Vibration Sensors and Alarm Systems 

A few ATMs have been upgraded with vibration or shock sensors that detect abnormal 

physical activity such as hammering or drilling. These sensors can trigger alarms when 

someone attempts to break open the ATM vault. However, they often suffer from false 

positives, especially in noisy or high-traffic environments.  

On-Site Security Personnel 

In high-risk or urban areas, banks deploy security guards at ATM kiosks for manual 

surveillance and crowd control. While this adds a layer of visible security, it’s expensive and 
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unsustainable for every ATM location. Moreover, a lone guard is often ineffective during an 

aggressive or armed robbery. Criminals may target ATMs during night hours or in remote 

areas where guards are not present. Also, human security is prone to fatigue, distraction, or 

errors, which makes automated security more reliable for 24/7 protection. 

Banking Software Monitoring Systems  

Banking networks use advanced software to track transaction anomalies, cash withdrawal 

patterns, and ATM downtimes. If the ATM goes offline or there’s a suspicious transaction 

pattern, backend teams are notified. However, this backend monitoring is designed for 

financial fraud rather than physical security. It cannot detect crimes like inserting skimming 

devices, physically damaging the machine, or tampering with components. This software 

operates mostly at the digital layer, leaving the physical infrastructure vulnerable.  

2.2 PROPOSED SYSTEM 

The proposed system is designed to proactively detect, deter, and report potential ATM thefts 

or unauthorized access in real-time. This solution integrates modern electronic sensors, 

GSM technology, and embedded systems (such as Arduino or microcontrollers) to provide 

a comprehensive, intelligent, and autonomous crime prevention mechanism. Unlike 

traditional security systems that are reactive, this system is proactive. It senses threats before 

or during an attack and instantly notifies security personnel or law enforcement via SMS 

alerts.  

This system leverages multiple sensors such as IR (Infrared), MEMS accelerometers, 

RFID readers, and vibration detectors to monitor ATM security from all angles. The MEMS 

sensor detects physical tilting or forceful movements of the ATM, which often indicate 

break-in attempts. The IR sensor checks for the presence of unauthorized individuals or 

suspicious movement inside the ATM cabin after regular hours. These sensors continuously 

monitor the ATM environment and relay data to a microcontroller, which processes and 

responds accordingly.  

A critical feature of the system is the GSM module, which is used for instant 

communication. When any abnormal activity is detected such as tampering, shaking, or 

forced entry the GSM module is triggered to send an SMS alert to predefined phone numbers 

of police stations, bank managers, or emergency contacts. This ensures real-time information 
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reaches responders without any manual intervention, significantly increasing the chances of 

catching the criminal in the act or preventing further damage. 

In addition, RFID technology is employed for authorized access management. Every 

authorized ATM service personnel or bank staff will have RFID cards. The system will only 

allow access to individuals with valid RFID tags. If someone without proper authorization 

tries to access the system or open the machine, an alert is generated. This prevents tampering 

or unauthorized service by impersonators, thereby maintaining ATM integrity. 

The Another major component is the alarm system integrated into the setup. When a 

break-in or unauthorized access is detected, the system activates a buzzer or loud siren, 

which serves two purposes to scare off the intruder and to alert people nearby that something 

suspicious is happening with the video proof.  This physical deterrent can often discourage 

the criminal from continuing their actions and buy valuable time until authorities arrive.  

 

  For long-term monitoring and response, the proposed system can be expand 

ed to integrate cloud connectivity or centralized banking control rooms, where all alerts and 

logs are recorded for future analysis. Additionally, camera modules can be linked with 

motion detection to trigger video recording the moment unusual activity is sensed.  

In conclusion, the Advanced ATM Crime Prevention System not only enhances the 

physical security of ATMs but also ensures instant communication, efficient response, and 

intelligent threat recognition. It bridges the gap left by conventional surveillance systems 

and provides a low-cost, high-efficiency alternative that is scalable and customizable to 

different ATM infrastructures. With ongoing enhancements, such as integrating AI for 

behaviour pattern recognition and IoT-based dashboards, the system can evolve to address 

more advanced threats in the future. 

2.3 EMBEDDED INTRODUCTION  

A dedicated computer system operating inside a bigger mechanical or electrical system is 

called an embedded system. Embedded systems, in contrast to general-purpose computers, 

are created for particular purposes, frequently with real-time processing limitations. In order 

to monitor and regulate physical processes, these systems are usually integrated with 

hardware elements including sensors, actuators, and communication modules. Embedded 
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systems are extensively employed in diverse fields such as consumer electronics, automotive 

systems, and medical equipment because of their dependability, efficiency, and capacity for 

real-time operations. The embedded system is essential to the seamless and independent 

operation of the wheelchair guidance system for patients with disabilities that is being 

suggested.  

 

The embedded system is in charge of interpreting data from many sensors, including 

Bluetooth beacons, RFID, and GPS, to figure out the wheelchair's location and direct it about 

the hospital. Moreover, it keeps an eye on obstacle detection sensors (such infrared or 

ultrasonic sensors) to prevent crashes and redirect as needed.  

By analysing these real-time data, the embedded system makes sure the wheelchair 

moves securely and effectively while adapting to environmental changes.  Several essential 

parts make up the wheelchair guidance platform's embedded system. The brains of the 

system are the microcontroller or microprocessor, which manages navigation and sensor 

data processing by putting preprogrammed algorithms into action. Actuators in the 

wheelchair allow it to move in response to guidance commands that come from the 

microcontroller.  

   

FIG: 2.1 Embedded System  

Furthermore, communication components are added to guarantee that the wheelchair 

stays linked to the hospital's internal navigation system, which consists of RFID readers and 



10  
  

Bluetooth beacons. The wheelchair is able to operate independently because of the 

coordinated actions of these parts, which are managed by the embedded system. In this 

context, an embedded system's capacity for real-time processing is among its most crucial 

features. For the wheelchair to operate smoothly and to protect the user, the system needs to 

be able to respond quickly to sensor inputs, such as seeing an obstruction or getting an 

updated route.  

For instance, the wheelchair's embedded system has to immediately halt it or change 

its path if a sensor picks up an obstruction in its path. In order to keep the patient updated 

on their progress, the system is also in charge of continuously tracking the wheelchair's 

position and providing audio instructions in real time. By guaranteeing safety critical 

processes, the embedded system keeps navigation prompt and dependable.  

There are various benefits of using an embedded system in the autonomous wheelchair 

navigation system. Initially, it guarantees effective and instantaneous functioning, a crucial 

aspect of securely navigating hectic medical settings. Because of its low power 

consumption, the system is perfect for transportable applications where energy efficiency is 

crucial, such as wheelchairs. Because embedded systems are small and reasonably priced, 

they can be easily included into wheelchairs without taking up extra space. They are also the 

best option for this project since they are highly dependable and easily adaptable for different 

jobs including voice help, obstacle avoidance, and navigation.  

History of embedded systems  

Embedded systems have their roots in the massive, costly computers of the 1950s and 60s, 

which were mostly utilized for data processing and scientific calculations. Early embedded 

systems were made to operate certain machinery, such industrial and washing machines. The 

Apollo Guidance Computer (AGC), which was created in the 1960s for the Apollo space 

missions and allowed the spacecraft to navigate and control flight, is regarded as one of the 

first embedded systems.  

The development of embedded systems underwent a dramatic shift with the advent of 

microprocessors in the early 1970s. The first microprocessor to be sold commercially was 

the Intel 4004, which debuted in 1971 and let designers incorporate computing power into 

smaller devices. As a result of this breakthrough, increasingly sophisticated embedded 
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systems were created, including the first digital watches and household appliances that used 

microprocessors to improve functionality and control.  

Embedded systems became widely used in consumer electronics and industrial 

applications during the 1980s. PLCs, or programmable logic controllers, were popular in 

this decade and automated machinery to change production.  

Furthermore, the development of 8-bit microcontrollers, like the Intel 8051, reduced 

the cost and increased the accessibility of embedded systems for a range of uses, including 

home and automotive systems. Embedded systems are widely used in various industries due 

to the growing desire for more intelligent and responsive products. Significant advances in 

embedded system technologies, such as the creation of 32-bit microcontrollers and more 

advanced software tools, were made in the 1990s. Real-time operating systems (RTOS) also 

gained popularity at this time, allowing embedded computers to react instantly to events and 

efficiently handle several tasks at once.   

The development of networking technologies and the Internet also brought about the 

introduction of Internet of Things (IoT) devices, which increased the range of applications 

for embedded systems by enabling data sharing and communication across networks.   

Embedded systems have grown more potent, small, and networked in the 2000s and 

beyond. Greater functionality and efficiency were made possible by the emergence of 

system-on-chip (SoC) designs, which merged several components—such as CPUs, memory, 

and peripherals—onto a single chip.  

Numerous applications, such as wearable technology, vehicle safety systems, smart 

home gadgets, and healthcare equipment, use contemporary embedded systems. Embedded 

systems may now make decisions based on real-time data and adapt to changing settings 

thanks to the development of machine learning and artificial intelligence. The future of 

embedded systems promises to offer even more innovation and integration into daily life as 

the demand for smart, connected devices grows, especially with the ongoing development 

of IoT, smart cities, and autonomous systems.  

Characteristics of embedded systems  

1. Dedicated Functionality:    
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Inside a larger system, embedded systems are made to carry out particular jobs or functions. 

In contrast to general-purpose computers, which are capable of handling a wide range of 

tasks, embedded systems concentrate on specific tasks, guaranteeing optimal performance 

for their intended. 

2. Real-Time Operation:    

A lot of embedded systems have to process inputs and generate outputs in a set amount of 

time because they are operating in real-time. This feature is useful for applications where 

time is key, including medical devices (like pacemakers) or automotive systems (like 

antilock brake systems), where a delayed response could result in catastrophic failures.  

3.Resource Constraints:   

Embedded systems usually face severe resource limitations, such as low memory, 

processing, and energy usage. Because of these constraints, rigorous hardware and software 

optimization is needed to ensure effective functioning without using up too many resources.  

4.Interfacing with the Physical World:   

Sensors and actuators are frequently used by embedded systems to communicate with the 

outside world. Sensors gather environmental data (such as temperature, pressure, and 

motion), while actuators (such as motors and valves) act on the processed data. Because of 

this feature, embedded systems can monitor and control external devices.  

5. Reliability and Stability:   

Reliability is an essential feature of embedded systems, particularly in applications where 

safety is a top priority, such automotive and healthcare systems. It is anticipated that these 

systems would function flawlessly for prolonged periods of time. To guarantee stability and 

robustness in their operation, they go through extensive testing and validation.  

6. Low Power Consumption:   

In order to prolong their operational life, many embedded systems are made for battery 

operated devices. Strategies including power control, sleep modes, and effective processing 

algorithms are frequently used to reduce energy consumption without sacrificing 

functionality. 
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7. Software and Hardware Integration:   

Typically, embedded systems consist of both software (operating systems, application code) 

and hardware (microcontrollers, sensors, and actuators). Specialized functionalities—where 

the software is particularly matched to the hardware capabilities to achieve optimal 

performance are made possible by this close integration.  

 

 

 

 

 

 

  

 

 

 

FIG:2.2 Embedded Characteristics 

8. Scalability and Modularity:   

Although a lot of embedded systems are made for particular uses, they can also be flexible, 

which makes it possible to add features or updates in the future. Because of its scalability, 

developers can modify the system to meet changing needs without having to start from 

scratch.  

9. Complexity:   

There is a wide range of complexity in embedded systems, from basic devices with a single 

microcontroller to complicated systems with many processors and a large number of 

software components.  
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10.  User Interface:   

To enable user interaction, a lot of embedded systems have a user interface. This enables 

users to efficiently manage and monitor the system. It might take the form of straightforward 

LED indications and buttons or more intricate graphical interfaces on screens.  

 

FIG:2.3 Blocks of Embedded System  

 2.3.1 Why Embedded?  

Unlike general-purpose computers, embedded systems are made to do specific jobs. They 

concentrate on carrying out certain tasks inside a bigger system. For instance, a washing 

machine's microprocessor manages the machine's wash cycles. Because of their specificity, 

embedded systems are very dependable for the specific task they are designed to complete. 

Because they are designed for a specific task, embedded systems are highly efficient in terms 

of power usage and performance. This is especially crucial for battery-operated products 

like wearables, Internet of Things devices, and medical equipment.  

These systems' efficiency enables prolonged operation with little energy consumption. 

A lot of embedded systems are made to function in real time, reacting right away to inputs 

or events. This is crucial in applications like industrial machinery, vehicle safety systems, 

and medical devices like pacemakers where any delay could lead to failure. For these 

systems to function smoothly and safely, data must be processed fast and precisely. 

Embedded systems work well in devices with limited space since they are frequently small 

and compact. Their compact size and straightforward hardware layout save expenses, which 

is a major benefit for home appliances and consumer electronics. 
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 These systems don't need the complexity or cost of general-purpose computing gear 

because they only perform particular functions. Almost every industry uses embedded 

systems, including consumer electronics, industrial automation, healthcare, and 

automobiles. They run everything, including sophisticated medical equipment, automobile 

control systems, and cell phones and smart home appliances. Their capacity to deliver 

dependable, economical, and efficient performance makes them indispensable in today's 

technological landscape, spanning multiple sectors.  

  

FIG: 2.4 Embedded Systems Hardware  

2.3.2 Design Approaches  

An extensive examination of the requirements is the first step in the design of an embedded 

system. This entails being aware of the precise duties that the system must carry out, as well 

as its performance standards, power goals, financial limitations, and any real-time or 

environmental requirements. This informs the design of the system architecture, which 

includes choices for memory, I/O interfaces, communication protocols, hardware platforms 

(microcontroller, CPU, or FPGA), and other components. 

 Planning also includes the software architecture, which establishes the necessity for 

an operating system and the organization of the tasks. Embedded system design involves 

simultaneous development of both hardware and software to ensure they perform flawlessly 

together. Software design is concerned with creating the required algorithms, control logic, 

and real-time processes, whereas hardware design is concerned with choosing components, 

creating circuits. Hardware and software integration is crucial, as the system must function 

as a cohesive unit to satisfy performance and efficiency goals.  
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Thorough testing is then conducted to make sure the system satisfies all criteria, 

including real-time performance and power efficiency. During testing, any flaws are found 

and resolved, and the system is adjusted for better performance and dependability. To ensure 

that it satisfies industry requirements for dependability and safety, the embedded system 

may additionally go through certification in important applications like automotive or 

medical systems.  

Steps in Embedded System Design Process  

The difference steps in the embedded system design flow/flow diagram include the 

following  

          

FIG:2.5 Embedded Design-Process-Steps 

1. Need:   

This step entails determining if a certain embedded system is necessary. Usually, it entails 

identifying an issue or chance that an embedded solution can solve.  

2. Conceptualization:  

Rough designs and preliminary concepts are created during this stage. Based on the 

defined need, the embedded system concept is developed, taking into account possible 

solutions and viability.  
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3. Analysis:   

After the notion is formed, a thorough investigation is carried out. This include 

researching specifications for things like cost, performance, power consumption, and 

functionality as well as any limitations like size or operating environment.  

4. Design:   

Following the conclusion of the investigation, the real design work starts. This comprises 

both hardware and software design, including selecting the microcontroller or CPU, 

peripherals, and establishing the system architecture.   

5. Development & Testing:  

During this stage, hardware prototyping and coding are used to implement the system. To 

make sure the system satisfies the necessary requirements, testing is done. Real-time 

performance assessments and functional testing are both included in this.  

6. Deployment:   

The embedded system is put into use for practical purposes following a successful testing 

phase. This might entail putting the software on the hardware and producing the system 

in large quantities.  

7. Support:   

After the system is put into place, it needs continuous assistance. This include bug fixes, 

software updates, and making sure the system keeps working the way it was designed to. 

8. Upgrade:  

Upgrades are frequently required due to shifting requirements and system performance. 

These can entail updating the system with new features, improving performance, or 

adjusting it to new developments in technology.  
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9. Retirement:   

An embedded system may eventually come to the end of its useful life because of 

obsolescence or the emergence of better alternatives. After that, the system is retired and 

might be replaced with a fresh approach.  

Software design is described using architectural description language.   

• Data structure and hierarchy;   

• Software procedure;   

• Control hierarchy;  

• Structure division.   

User requirements, environment analysis, and system function are all important factors 

in user interface design. For instance, we take care of other factors on a mobile phone in 

order to lower the power consumption of mobile phones. WHO has identified formulations 

for local preparation of alcohol-based handrubs, which will aid nations and healthcare 

facilities in implementing systemic change and establishing them as the gold standard for 

hand hygiene in healthcare. economic, cultural, safe, and logistical.  

Embedded systems are used in a variety of technology across industries. Some examples 

include:  

Embedded systems are vital to many different industries because they improve 

automation and offer necessary functions. They are essential to infotainment systems, anti-

lock braking systems (ABS), and engine control units (ECUs) in the automotive industry, 

guaranteeing both driver safety and peak vehicle performance. Embedded systems are used 

in consumer electronics like wearables, tablets, smart TVs, and smartphones to improve user 

experiences through touch sensitivity, communication, and real-time data processing. 

Embedded systems are used in home automation to control smart devices such as security 

cameras and thermostats, allowing for remote control and automation of household tasks.   
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Stage  Objective  Key Activities  

Analysis of  

Requirements  

Recognize system 
requirements and specify 
software needs.  

Specify features and time 
constraints in real time. Identify 
hardware-software interactions 
Record the control mechanisms, 
outputs, and inputs.  

 Design of  

Software  

Architecture  

Plan the software's overall 
structure. Specify the 
components of the 
software and their 
functions.  

Create interfaces for the 
modules. Select operating system 
(if needed) Create a schedule for 
design tasks.  

Development of  

Firmware  

Develop low-level code to 
interface with hardware.  

Create hardware abstraction 
layers (HAL), manage memory, 
power,  

and bootloader, and write drivers 
for hardware components.  

Instantaneous  

Programming  

Verify the system satisfies 
the real-time requirements.  

 Use multitasking and task 
scheduling. Create ISRs, or 
interrupt service routines.  

Make code more deterministic in 
real time.  

Development of  

Application 
Software  

Put high-level features and 
control logic into practice.  

Provide control systems and user 
interfaces.  

Put communication protocols 
into action.  

Create systems for error handling 
and fault detection.  

Instantaneous  

Programming  

Verify the system satisfies 
the real-time requirements.  

 Use multitasking and task 
scheduling. Create ISRs, or 
interrupt service routines.  
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TABLE:2.1 Embedded System Design Software Development Activities  

Embedded systems are used by the healthcare sector in medical devices such as 

insulin pumps and pacemakers to enable real-time monitoring and potentially life-saving 

interventions. SCADA systems and programmable logic controllers (PLCs) in industrial 

automation use embedded technology to effectively monitor and automate industrial 

processes. To manage data traffic and network connectivity, the telecommunications 

industry uses embedded systems in routers, modems, and mobile communication towers. 

They are essential to flight control systems, radar technology, and real-time data processing 

for navigation and surveillance in aerospace and defence. Smart metering and renewable 

energy systems optimize resource consumption and management, which benefits the energy 

sector. Furthermore, embedded systems are used in robotics to power autonomous robots 

and drones, allowing for real-time decision-making on challenging jobs.  

Make code more deterministic in 
real time.  

Testing and  

Troubleshooting  

Make sure the software 
works correctly and 
integrates with the 
hardware.  

Conduct system-level testing and 
hardware-in-the-loop (HIL) tests 
Use debugging tools (ICE, 
JTAG)  

Enhancement of  

Performance  

Software should be 
optimized for power, 
memory, and real-time 
effectiveness.  

Reduce memory footprint, 
maximize power consumption, 
and enhance task execution and 
latency for real-time 
performance  

Updating and  

Maintaining 
Software  

After deployment, give 
continuing software 
support  

Carry  out over-the-air (OTA) 
updates; Troubleshoot problems 
and supply fixes;  

 Uphold version control and 
monitor modifications.  
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Embedded technology is used in retail point of sale (POS) systems and automated 

vending machines to process transactions and manage inventories.  

Lastly, embedded systems in transportation control railway signalling and traffic 

control, improving the efficiency and safety of transit systems. Overall, embedded systems 

significantly contribute to automation, efficiency, and enhanced functionalities across these 

diverse applications.  

  

FIG:2.6 Applications of Embedded Systems  

2.3.3 Combination of Logic Device  

Digital systems and embedded technologies are based on a combination of logic devices that 

provide the framework for processing, managing, and controlling tasks. To carry out basic 

Boolean operations, basic logic gates such as AND, OR, and NOT are required.   

These gates build more intricate circuits that can carry out intricate tasks when 

combined in different configurations. In order to effectively route data and manage signals 

in systems, multiplexers and demultiplexers are used to distribute or choose data among 

various pathways. Next, discrete data bits are stored in memory using flip-flops and latches. 

Particularly in sequential logic systems, they are indispensable for tasks requiring the 

synchronization of actions or the maintenance of a state. Conversely, shift registers play a 

crucial part in data conversion procedures like converting serial data into parallel form and 

vice versa. They enable the movement of data left or right.  
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 In digital systems, counters are used for timing, frequency division, and the generation 

of control signals. They are frequently implemented using flip-flops, track sequences, or 

events.  

  

FIG: 2.7 Logic Gates  

The transformation of encoded signals into defined outputs and vice versa is handled 

by encoders and decoders. These devices are frequently used in communication systems to 

interpret or compress signals, as well as for memory addressing. Engineers can create unique 

digital circuits using programmable logic devices (PLDs), like FPGAs, by configuring logic 

blocks to meet particular needs. This flexibility and reconfigurability can be used for a 

variety of applications. An essential part of microprocessors, the arithmetic logic unit (ALU) 

combines several logic functions to carry out arithmetic operations like addition and 

subtraction as well as logic operations like AND, OR, and NOT. To enable data storage and 

retrieval, logic circuits are combined with memory devices such as RAM (for temporary 

data storage) and ROM (for permanent instructions).  

Furthermore, buffers and bus drivers control signal integrity and data flow, especially 

in larger systems where data must be moved between modules or communication buses. 

Real-time embedded systems require the synchronization of operations, which is made 

possible by the use of clocks and timers. Lastly, communication between the analogue and 

digital realms is made possible by analogue-to-digital converters (ADCs) and digital-to-

analogue converters (DACs). For applications like controlling motors or producing audio 

signals, DACs convert processed digital data back into an analogue form.  



23  
  

ADCs enable systems to process real-world signals like temperature or sound by 

converting them into a digital form. All things considered, these logic devices are integral to 

the functioning of contemporary digital technologies because of their ability to integrate 

complex functions such as data processing, signal control, communication, and memory 

management in embedded systems.  

The foundation for the design of embedded systems in a variety of industries, 

including automotive, telecommunications, and healthcare, is laid by this combination, 

which allows systems to execute everything from simple calculations to real-time decision-

making.  

 

           FIG: 2.8 Embedded Systems Group 
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CHAPTER 3  

HARDWARE REQUIREMENTS  

3.1 HARDWARE  

Embedded system hardware  

The hardware of an embedded system is made up of a number of integrated parts that 

cooperate to carry out particular tasks within time constraints. The microcontroller (MCU) 

or microprocessor (MPU), which functions as the system's brain, is at the heart of every 

embedded system. The microcontroller is an all-in-one task control solution because it 

usually consists of the CPU, memory, and peripherals on a single chip. A microprocessor 

might be employed in more intricate systems, necessitating peripherals and external memory 

to provide more sophisticated processing powers. Memory, which includes ROM, which 

houses the firmware or software required for the system's fundamental operations, and 

RAM, which momentarily stores data while the system is functioning, is one of its most 

important components. Software that might need to be updated is frequently stored in flash 

memory, which provides embedded systems with a non-volatile storage option. Another 

essential piece of hardware is the power supply, which either draws energy directly from the 

grid or from batteries to power the device. Power management circuits are typically included 

in embedded systems in order to maximize energy efficiency.  

In embedded systems, timers and counters are essential for enabling time-sensitive 

operations, scheduling work, and controlling task execution delays. These parts are 

necessary for systems like robotics and industrial automation that need to function in real 

time. Interfaces for input/output (I/O) allow the system to communicate with external parts 

like actuators and sensors. GPIO pins, SPI, I2C, UART, and USB are examples of common 

I/O interfaces that make it easier to communicate with and control different hardware parts. 

Sensors are essential components of embedded systems that are meant to interact with the 

real world. They take measurements of things like motion, light, pressure, temperature, and 

other environmental variables and translate them into signals that the microcontroller can 

use. Actuators are used in systems to translate electrical signals into mechanical actions, like 

servo adjustments, valve openings, and motor movement.  
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Real-time monitoring and response of an embedded system to its surroundings is made 

possible by the integration of sensors and actuators.  An essential part of converting analogue 

signals from sensors into digital data that the microcontroller can process is the analogue-

to-digital converter, or ADC. A Digital-to-Analog Converter (DAC), Which Transforms 

Digital Outputs in to Analog Signals for Controlling Motor speed or powering external 

devices like speakers, is also included in many systems. Systems that need to interface with 

the analogue, real world require these converters.  

 

 

 

 

 

 

 

 

 

 

 

             FIG: 3.1 Embedded Systems Hardware Block Diagram 

When it comes to facilitating data exchange between an embedded system and other 

networks or devices, communication interfaces are crucial. While wireless interfaces like 

Wi-Fi, Bluetooth, Zigbee, and LoRa enable remote control, monitoring, and communication, 

particularly in IoT devices, wired interfaces like Ethernet, CAN Bus, and RS-232 offer 

reliable, fast communication in industrial settings. The display unit, which includes LCD or 

OLED screens and enables users to view system outputs, is another essential component of 

embedded systems hardware. In applications requiring real-time feedback or data 

visualization, such as consumer electronics, industrial machinery, or medical devices, these 

displays are especially helpful. These screens can occasionally be used as touchscreen 

interfaces, providing input and output capabilities.  
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All of the hardware components are integrated and connected on the printed circuit 

board (PCB), which is made up of copper traces connecting each component to the other.  

When it comes to minimizing electrical interference and maximizing system performance—

particularly in high-speed or high-power applications—the PCB layout is essential.  A real-

time clock (RTC) is used in systems that need precise timing in order to keep track of time 

even when the system is powered down. Additionally, some embedded systems have fans or 

heat sinks for cooling, particularly those with high-performance processors that produce a 

lot of heat. In embedded systems, security modules are becoming more and more crucial, 

especially for network-connected devices. These modules, which include Trusted Platform 

Modules (TPMs), guarantee encryption, safe booting, and defence against tampering or 

unwanted access. They are essential for applications such as cloud-connected IoT devices, 

medical devices, and financial systems.  

3.2 BLOCK DIAGRAM  

Real-time clocks (RTCs) are used in systems that need to be precise in their timing so that 

the time remains accurate even when the system is offline. Systems that record information 

or take scheduled actions—like surveillance cameras or time-based alerts—should pay 

special attention to this. Particularly in cases where the embedded system has a high- 

performance processor that produces a lot of heat, cooling mechanisms like heat sinks or 

fans are included.  

Trusted Platform Modules (TPMs) are among the modules that guarantee secure 

booting, encryption, and defence against tampering or unwanted access . 

 

 

 

 

  

 

FIG:3.2 Basic Embedded Structure 
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connected IoT devices, medical devices, and financial systems.  
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Lastly, embedded systems that produce a lot of heat occasionally employ cooling 

mechanisms like heat sinks and fans, particularly in applications that call for high-speed 

processing or high-power operation. Maintaining the system at ideal temperatures promotes 

longevity and dependability.  

3.3 WORKING  

Typically, an embedded system hardware configuration consists of the following blocks:  

1. Processor (microprocessor/microcontroller)  

2. RAM, ROM, and Flash memory  

3. Devices for Input  

4. Devices of Output  

5. Counters and Timers  

6. Interfaces for Communication  

7. Peripherals of the Power Supply (Sensors, Actuators)  

8. Bus System  

1. Processor (microprocessor/microcontroller)  

A microprocessor (MPU) or microcontroller (MCU) is the central component of any 

embedded system. Because the MCU combines a CPU, memory, and I/O peripherals 

onto a single chip, it is an affordable option for application control. On the other 

hand, an MPU is usually utilized in more intricate systems that demand more 

processing power and usually requires external memory and peripherals. The MCU 

or MPU's CPU (Central Processing Unit) is in charge of managing data, carrying out 

instructions that have been stored in memory, and overseeing the system's overall 

operation. Low power consumption is a feature of some processors, which is crucial 

for battery-powered devices.  

2. Recollection  

An embedded system's memory holds both the data and the operating code needed 

to perform its functions. There are various kinds of memory.  



28  
  

Random Access Memory (RAM): During operation, volatile memory is used 

to store temporary data. It is quick and useful for data manipulation, program 

execution, and variable storing.   

Read-Only Memory, or ROM, is a type of non-volatile memory used to store 

operating software or firmware. Updates and rewrites are possible with EEPROM 

(Electrically Erasable Programmable ROM) and PROM (Programmable ROM), two 

types of ROM variations.  

Non-volatile memory that can store programs that can be updated or changed 

is called flash memory. Due to its rewritable nature, firmware storage is one of its 

common uses.  

3. Input Sources  

In embedded systems, input devices facilitate the system's ability to obtain data from 

external sources. These may consist of:  

Switches or keypads: Used to enter data manually by users.  

Sensors: These are devices that translate physical phenomena (such as light, 

pressure, temperature, and so on) into electrical signals the system can understand. 

Communication ports, such as USB, Ethernet, or UART for serial communication, 

are used to receive input from other systems or devices.  

4. Devices for Output  

The system's output devices allow it to communicate with external hardware or send 

commands:  

Displays (LCD/OLED): Give users visual cues.  

LED Indicators: Low-tech lights that display the status of the system.  

Actuators: They are used to translate electrical signals into mechanical movements, 

like opening a valve, moving a robotic arm, or running a motor.  

Speakers: Produce sound from digital audio signals.  

5. Counters and Timers  

Timers and counters are frequently used by embedded systems to carry out time-

sensitive operations. These hardware components are in charge of scheduling events, 

producing exact time delays, and measuring intervals of time.  
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In real-time systems where tasks must be completed on a regular basis or 

within tight time constraints, they are essential.   

6. Interfaces for Communication  

Embedded systems make use of a variety of communication interfaces to exchange 

data with external devices or other systems, including: Microcontrollers can be 

connected to peripherals like sensors or memory devices via the synchronous 

communication protocol known as SPI (Serial Peripheral Interface). Another 

synchronous communication protocol that's frequently used to connect sensors and 

microcontrollers is called I2C (Inter-Integrated Circuit).  

The Universal Asynchronous Receiver-Transmitter, or UART, is a serial 

communication interface that is typically used for serial communication with 

external devices. It allows data to be sent and received asynchronously. Wireless 

Interfaces: These enable wireless communication between embedded systems, 

particularly in Internet of Things (IoT) applications. Examples of these interfaces are 

Bluetooth, Wi-Fi, and Zigbee.  

7. Energy Source  

The power supply plays a critical role in supplying the voltage and current required 

for the embedded system to operate. It might be:  

Battery-powered: Frequently found in low-power or portable electronics.  

AC-powered: Suitable for stationary or larger systems.  

Power management circuits can be incorporated into embedded systems to lower 

energy consumption and prolong the life of battery-operated devices.  

8. Peripherals: Actuators and Sensors  

Sensors: These devices identify and quantify various environmental factors, such as 

light, motion, humidity, pressure, and temperature. Sensor data is sent to the 

processor, which processes, interprets, and acts upon it.  

Actuaries: Transform mechanical motion into electrical energy. Relays, for instance, 

turn on and off electronic devices, while motors move a robotic arm.  
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9. Bus System  

All of the parts are connected by the bus system, which also enables communication 

between the peripherals, memory, CPU, and I/O devices. It serves as the embedded 

system's central nervous system. Among the bus types are:  

Data Bus: Transfers information between peripherals and the CPU. Memory addresses that 

the processor will access to read or write data are transported via the address bus.  

Control Bus: Sends control signals to other components to synchronize their actions. 

Despite their differences, an embedded system's hardware components cooperate to carry 

out particular tasks effectively and dependably.   

Serving as the brain, the processor uses I/O interfaces to interface with input and 

output devices and manages data that is kept in memory. Timers facilitate the control of time 

sensitive operations, and communication interfaces allow the system to communicate with 

networks or other external devices.  

The power supply and peripheral devices round out the system by supplying the 

energy required for operation and facilitating sensor and actuator based real-world 

interaction. Simple home appliances to sophisticated industrial machinery can all be 

equipped with embedded systems, which can carry out specific tasks in a variety of 

applications by combining all these parts in a compact and effective way.  

3.4 INTRODUCTION TO ARDUINO  

An Arduino board is a one type of microcontroller-based kit. The first Arduino technology 

was developed in the year 2005 by David Cuartillas and Massimo Banzi. The designers 

thought to provide easy and low-cost board for students, hobbyists and professionals to build 

devices. Arduino board can be purchased from the seller or directly we can make at home 

using various basic components. The best examples of Arduino for beginners and hobbyists 

includes motor detectors and thermostats, and simple robots. In the year 2011, Adafruit 

industries expected that over 3lakhs Arduino boards had been produced. But, 7lakhs boards 

were in user’s hands in the year 2013. Arduino technology is used in many operating devices 

like communication or controlling.  
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A typical example of the Arduino board is Arduino Uno. It includes an ATmega328 

microcontroller and it has 28-pins the pin configuration of the Arduino Uno board is shown 

in the above. It consists of 14-digital i/o pins. Wherein 6 pins are used as pulse width 

modulation o/ps and 6 analog i/ps, a USB connection, a power jack, a 16MHz crystal 

oscillator, a reset button, and an ICSP header. Arduino board can be powered either from the 

personal computer through a USB or external source like a battery or an adaptor. This board 

can operate with an external supply of 7-12V by giving voltage reference through the IORef 

pin or through the pin Vin. 

 It comprises of 14-digital I/O pins, each pin takes up and provides 40mA current. 

Some of the pins have special functions like pins 0 & 1, which acts as a transmitter and 

receiver respectively. For serial communication, pins-2 & 3 are external interrupts, 

3,5,6,9,11 pins deliver PWM o/p and pin-13 is used to connect LED.  

  

FIG: 3.3 Arduino 

The Arduino board can be powered either through a USB connection from a computer 

or an external power source like a battery or an adapter. It can work with an external supply 

voltage between 7V and 12V, which can be provided through the IORef pin or the Vin pin. 

A common example of an Arduino board is the Arduino Uno. It uses an ATmega328 

microcontroller and has 28 pins. The pin configuration of the Arduino Uno includes 14 

digital input/output pins, out of which 6 can be used for pulse width modulation (PWM) 

output, and 6 are analog input pins. The board also features a USB connection, a power jack, 

a 16 MHz crystal oscillator, a reset button, and an ICSP (In-Circuit Serial Programming) 

header.  
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One of the biggest advantages of Arduino is its wide range of applications. It can be 

used in automatic lighting systems, temperature control units, smart irrigation systems, and 

even home automation projects. Since it supports a variety of sensors and modules, it is often 

used in IoT (Internet of Things) projects. Arduino boards are affordable, easy to connect, 

and well-supported by a large online community, making it one of the most popular 

platforms for prototyping and electronics innovation  

3.5 INTRODUCTION TO INFRARED TECHNOLOGY (IR)  

Technically known as "infrared radiation", infrared light is part of the electromagnetic 

spectrum located just below the red portion of normal visible light – the opposite end to 

ultraviolet. Although invisible, infrared follows the same principles as regular light and can 

be reflected or pass through transparent objects, such as glass. Infrared remote controls use 

this invisible light as a form of communications between themselves and home theatre 

equipment, all of which have infrared receivers positioned on the front. Essentially, each 

time you press a button on a remote, a small infrared diode at the front of the remote beams 

out pulses of light at high speed to all of your equipment. When the equipment recognizes 

the signal as its own, it responds to the command. But much like a flashlight, infrared light 

can be focused or diffused, weak or strong. The type and number of emitters can affect the 

possible angles and range your remote control can be used from. Better remotes can be used 

up to thirty feet away and from almost any angle, while poorer remotes must be aimed 

carefully at the device being controlled.  

Infrared imaging is used extensively for both military and civilian purposes. Military 

applications include target acquisition, surveillance, night vision, homing and tracking. Non-

military uses include thermal efficiency analysis, remote temperature sensing, short-ranged 

wireless communication, spectroscopy, and weather forecasting. Infrared astronomy uses 

sensor-equipped telescopes to penetrate dusty regions of space, such as molecular clouds; 

detect cool objects such as planets, and to view highly red-shifted objects from the early 

days of the universe. 
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FIG: 3.4 IR Sensor  

 Good alignment of the emitter and detector is important for good operation, especially 

if the gap is large. This can be done with a piece of string stretched between and in line with 

LED and phototransistor. A length of dowel or stiff wire could be used to set the alignment. 

Another method that can be used for longer distances is a laser pointer shone through one of 

the mounting holes.  

3.6 INTRODUCTION TO GSM 

A crucial part of contemporary location-based services and navigation is the GPS (Global  

Positioning System) module. By obtaining signals from a network of satellites orbiting the 

Earth, it allows devices to pinpoint their exact location, time, and speed. GPS technology 

has transformed a number of industries, including mobile communication, outdoor 

exploration, logistics, and transportation. A GPS module is made up of a receiver that 

triangulates the position of the device by processing signals from several satellites.  

It has a high degree of accuracy when calculating time, altitude, latitude, and 

longitude. In addition to being small and energy-efficient, modern GPS modules frequently 

have sophisticated features like real-time tracking, sensor integration, and simple 

microcontroller communication.  
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FIG: 3.5 GPS Module  

GPS modules are used in a wide range of devices, including robotics, drones, 

automobile systems, smartphones, and personal navigation devices (PNDs). GPS systems 

are essential for driver assistance, route optimization, and navigation in the automotive 

sector. GPS enables autonomous movement and precise positioning in robotics and drones 

for applications such as surveying and mapping.   

GPS modules are used by wearables, fitness trackers, and asset trackers to provide 

real-time location data, and GPS technology is becoming more and more integrated into the 

Internet of Things (IoT). GPS is now a dependable tool for both military and civilian 

applications thanks to advancements in availability and accuracy brought about by new 

satellite systems like Galileo and GLONASS.  

In conclusion, in the connected world of today, the GPS module has become essential. 

It is an essential component of contemporary navigation systems because of its capacity to 

deliver precise location and time data, which creates countless opportunities for innovation 

in a variety of industries.  

3.7 INTRODUCTION TO SERVO MOTOR  

A servo motor is a self-contained electrical device that rotates parts of a machine with high 

efficiency and precision. Unlike a regular motor, the output shaft of a servo motor can be 

moved to a specific angle, position, and velocity. It combines a regular motor with a sensor 

to provide positional feedback, ensuring accurate control. The most crucial component of a 

servo motor is the controller, which is specifically designed for precise and efficient 

operation.  
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The servo motor is a closed-loop mechanism that incorporates positional feedback in 

order to control the rotational or linear speed and position. The motor is controlled with an 

electric signal, either analog or digital, which determines the amount of movement which 

represents the final command position for the shaft.  

  

FIG: 3.6 SERVO MOTOR 

There are three main types of servo motors: positional rotation, continuous rotation, 

and linear servo motors. Positional rotation servos are the most common and rotate within a 

fixed angle range, typically 0 to 180 degrees. They are used in projects requiring limited 

rotation, such as controlling the steering of a small robot. Continuous rotation servos, on the 

other hand, can rotate full 360 degrees in either direction. They are ideal for applications like 

wheels in mobile robots. Linear servos convert rotational motion into linear movement and 

are used in sliding doors or robotic actuators. The choice of servo depends on the project 

requirements such as torque, speed, and direction of motion.   

Interfacing a servo motor with a microcontroller like Arduino is simple and efficient. 

The servo motor typically has three wires power, ground (GND), and control (signal). The 

control wire is connected to one of the PWM-enabled digital pins of the Arduino. Using the 

built-in Servo library in Arduino, users can easily send PWM signals to rotate the motor to 

a desired angle. A typical Arduino code allows setting the motor angle using a command like 

servo. Write (90); which turns the motor shaft to 90 degrees. This makes it convenient to 

control servo motors in real-time for robotics and automation applications.  

Servo motors offer several advantages in embedded systems. They provide high 

precision, low noise, and stable motion control, which are essential in sensitive projects like 

surveillance systems and medical devices. Moreover, they are energy efficient, drawing 

current only when movement is required. Their compact design allows integration even in 

small devices, and they require minimal external circuitry, which simplifies the design 
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process. As a result, servo motors are widely used in educational kits, DIY projects, and 

professional prototypes where precise control and reliable performance are important.  

3.8 INTRODUCTION TO ROBO CHASSIS  

A robo chassis, sometimes referred to as a mobile robot base or robotic chassis, is the 

supporting framework for a robot's vital parts. It acts as the framework for the robot's wheels, 

motors, sensors, and other mechanical components, enabling it to move and carry out tasks 

efficiently. The designs of robot chassis can differ greatly, meeting the needs of various 

applications like industrial automation, research projects, and educational robotics. These 

platforms are essential for creating autonomous robots that can navigate their surroundings 

and carry out intricate tasks.  

There are several kinds of Robo chassis, and each is appropriate for a particular use 

case and setting. Legged, tracked, and wheeled chassis are examples of common designs. 

While tracked chassis provide better traction on uneven surfaces, wheeled chassis are more 

common due to their simplicity and efficiency. Despite being more complicated, legged 

chassis allow robots to navigate difficult terrain. The drive system (wheels and motors), 

power supply (batteries), control systems (microcontrollers), and sensors (cameras, 

ultrasonic sensors, etc.) are essential parts of a robo chassis. Together, these elements enable 

navigation, movement, and obstacle detection.  

  

FIG: 3.7 Robo Chassis  

Applications for robot chassis are numerous in a variety of industries, such as 

manufacturing, agriculture, logistics, and education. They perform material handling and 

assembly work in manufacturing, and their autonomous navigation helps with precision 

farming in agriculture. With improvements in artificial intelligence, machine learning, and 
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sophisticated sensors augmenting their capabilities, the future of Robo chassis appears 

bright.  

Robots will likely be constructed and operated in a completely new way thanks to 

innovations like modular designs and IoT device integration, which will increase their 

efficiency and adaptability in a variety of real-world applications.  

3.9 INTRODUCTION TO SMOKE SENSOR  

A smoke sensor is a device intended to identify smoke, usually serving as an early alert for 

fire. These sensors are integral components of fire alarm systems employed in residential 

areas, workplaces, industrial settings, and communal environments. They assist in 

minimizing fire-related dangers by offering prompt notifications, which enable individuals 

to take essential measures prior to a fire spiralling out of control. To improve overall 

safeguarding, smoke detectors are typically included in security and safety systems. 

 

FIG:3.8 Smoke Sensor 

  Smoke sensors can be categorized into two main types: ionization smoke sensors 

and photoelectric smoke sensors. Using a tiny quantity of radioactive material to ionize the 

air and produce an electric current, ionization sensors identify smoke. When smoke particles 

make their way into the chamber, they interrupt this current and set off the alarm. 

Conversely, photoelectric sensors utilize a light source and a sensor to identify smoke by 

observing changes in light scattering or obstruction. Every type has its advantages—

ionization sensors excel at detecting fast-flaming fires, whereas photoelectric sensors are 

more effective for slow-smouldering fires. 

  Smoke sensors find extensive use across a range of applications, including 

residential fire alarms and industrial fire safety systems. In contemporary structures, they 
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are frequently linked to intelligent fire detection systems that provide automatic notifications 

to emergency services when a fire occurs.  

Many advanced smoke detectors come with wireless capabilities, enabling them to 

deliver real-time notifications to smartphones and other devices. The incorporation of IoT 

(Internet of Things) technology has led to a considerable enhancement of fire safety 

measures. 

  Even though they are effective, smoke sensors have certain limitations. Steam, dust, 

or cooking fumes can trigger false alarms, resulting in needless disturbances. Moreover, 

ionization smoke detectors have radioactive substances in them, leading to worries about 

their environmental impact when disposed of. Many fire detection systems now employ 

dual-sensor technology, which integrates ionization and photoelectric sensors, to enhance 

accuracy and reduce false alarms in order to address these challenges. 
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CHAPTER 4 

SOFTWARE REQUIREMENTS  

4.1 SOFTWARE  

Embedded system software  

Firmware, also known as embedded system software, is used to regulate the operations of 

particular hardware systems. Embedded software, in contrast to software for general purpose 

computers, is designed to carry out specific tasks on particular hardware. It guarantees that 

the hardware system functions in accordance with its design by efficiently managing inputs, 

processing data, and triggering outputs—often in real-time. The RTO, or Real-time 

operating system A Real-Time Operating System (RTOS) is used to manage tasks in more 

complex embedded systems. Multitasking is made possible by an RTOS, which sets 

priorities for important tasks and makes sure they are completed within predetermined time 

limits. Robotics, medical equipment, and automotive controls are just a few examples of 

systems that depend on an RTOS for prompt and efficient operation—delays can have dire 

repercussions.  

Hardware-Only programming  

Bare-metal programming, in which the software communicates with the hardware directly 

in the absence of an operating system, is used to create a lot of simpler embedded systems. 

This strategy is applied in systems with constrained resources or when instantaneous 

performance is critical. Bare-metal programming is more difficult to create and maintain, 

but it can be very effective for certain use cases because developers have to manually 

manage all hardware interactions and tasks.  

Drivers for device  

Device drivers are crucial software elements that enable the processor to communicate with 

hardware peripherals such as communication ports, actuators, and sensors. Higher-level 

application software can carry out tasks like reading sensor data or controlling motors 

without having to understand the underlying hardware details thanks to drivers, which 

abstract the complexity of hardware interaction.  
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 Configuration  

The firmware, which is kept in non-volatile memory like ROM or Flash, is the core software 

of an embedded system. It performs low-level tasks like managing fundamental system 

functions and controlling peripherals in addition to initializing the system during startup.  

As firmware is essential to maintaining the system's continuous operation, it is 

typically designed to be strong and stable.  

Service interruptions (ISRs)  

Embedded systems frequently have to react fast to outside events, like handling a button 

press or receiving input from a sensor. Interrupt Service Routines (ISRs), which are brief 

programs started by hardware interrupts, are used to accomplish this. To manage these 

occurrences and guarantee the system's real-time responsiveness, ISRs momentarily stop the 

main program.  

Handling memories  

Because of their constrained resources, embedded systems require effective memory 

management. Memory allocation for volatile (RAM) and non-volatile (Flash) storage 

requires careful attention from developers. Memory management strategies, like reducing 

memory leaks and maximizing buffer sizes, are crucial to ensuring the system runs smoothly 

and doesn't use up all of its limited memory.  

Protocols for communication  

Various communication protocols, like Bluetooth, Wi-Fi, and Zigbee for wireless 

communication, or UART, SPI, I2C, and CAN for wired communication, are commonly 

used by embedded systems to communicate with external devices. These protocols facilitate 

data exchange between the embedded system and other sensors, actuators, or systems, 

allowing it to operate in networked environments such as the Internet of Things (IoT).  

Control of power  

An essential component of embedded system software is power management, particularly 

in battery-operated devices. In order to save energy, software frequently has routines that 

place unused hardware components in sleep or low-power modes.  
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By modifying the system's performance in response to workload, dynamic power 

management techniques can prolong battery life without sacrificing sufficient functionality.  

Correction of errors and updates  

Robust error handling mechanisms are essential for embedded software in order to handle 

unforeseen circumstances like hardware malfunctions or communication failures. Over-their 

(OTA) updates are another feature that many systems support. These updates enable 

software to be updated remotely without requiring physical access to the device. This makes 

it possible for IoT devices to receive security patches, bug fixes, and continual improvement.  

4.2 RESEARCH  

Specialized computing devices called embedded systems are made to carry out specific tasks 

inside bigger systems. Embedded systems, in contrast to general-purpose computers, are 

designed for specific applications and frequently have real-time computing constraints. 

Automotive, consumer electronics, healthcare, telecommunications, and industrial 

automation are just a few of the industries that depend on them.  

Embedded System Components  

A microcontroller, also known as a microprocessor, memory, input/output interfaces, and a 

variety of sensors or actuators are the standard components of an embedded system. While 

memory holds both the program and the data, the microcontroller serves as the central 

processing unit (CPU) that carries out preprogrammed instructions. By enabling the 

embedded system to communicate with the outside world, input/output interfaces enable it 

to send commands to actuators and receive signals from sensors.  

Embedded System Types  

Embedded systems fall into various categories according to their use and functionality. 

Unlike host systems, like microwave ovens or washing machines, standalone embedded 

systems function independently. Smart thermostats and other networked embedded systems 

are linked to networks in order to share data. Portability and computing power are combined  

in mobile embedded systems, which are found in tablets and smartphones.   
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Finally, real-time embedded systems are essential for applications such as industrial 

automation and automotive safety systems because they are made to process data and 

respond in a precise amount of time.   

 Embedded Systems Software  

In embedded systems, software is essential for regulating hardware and establishing the 

behaviour of the system. A Real-Time Operating System (RTOS) is frequently used in 

embedded software development to effectively manage tasks and resources. RTOS, in 

contrast to traditional operating systems, is made to fulfil real-time performance demands, 

guaranteeing that important tasks are completed within predetermined window of time. C 

and C++ are two popular programming languages because of their efficiency and hardware 

control.  

Considerations for Hardware Design  

When designing embedded hardware, cost, power consumption, and performance must all 

be carefully taken into account. Engineers have to select the right sensors, microcontrollers, 

and other parts according to the needs of the application. Because battery-operated devices 

need to be energy-efficient, methods like Dynamic Voltage and Frequency Scaling (DVFS) 

are being used to maximize power consumption. To cut down on development time and 

expenses, designers also frequently use simulation tools to test hardware configurations 

prior to fabrication.  

Protocols for Networking and Communication  

Strong networking and communication protocols are crucial as embedded systems connect 

to the Internet of Things (IoT) more and more. A number of protocols, including MQTT, 

CoAP, and HTTP, enable communication between devices. Furthermore, low-power 

wireless communication technologies—like Bluetooth Low Energy (BLE), LoRa, and 

Zigbee—are essential for facilitating communication while consuming the least amount of 

power. Embedded systems can communicate with other devices and cloud services with ease 

thanks to these protocols. 
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Issues with Embedded System Security  

With embedded systems, security is becoming a bigger worry, especially as they get more 

networked. Because embedded devices have limited memory and processing power, they 

are frequently targets of cyberattacks, making it difficult to apply traditional security 

measures.   

The integration of security features, such as secure boot procedures, encryption, and 

access controls, at the hardware and software levels is the main focus of researchers and 

developers. Preventing unapproved access and data breaches requires that data be 

transmitted between devices with integrity and confidentiality guaranteed.  

Uses for Embedded Technology  

Numerous industries use embedded systems in a variety of ways. They provide vital 

functions like advanced driver assistance systems (ADAS) and anti-lock braking systems 

(ABS) in the automotive industry. Real-time health tracking is made possible by the use of 

embedded devices in medical monitoring devices like blood glucose monitors and 

pacemakers. Embedded systems are also used in consumer electronics, such as wearable 

fitness trackers and smart home appliances, to improve user experiences and facilitate 

automation.  

Embedded System Trends of the Future  

The rapidly evolving field of embedded systems is being propelled by both shifting market 

demands and technological advancements. An important trend in embedded systems is the 

incorporation of machine learning (ML) and artificial intelligence (AI), which allows 

devices to make judgments based on data analysis. The move toward edge computing also 

makes it possible for data processing to happen nearer to the source, which lowers latency 

and bandwidth consumption. Furthermore, in order to ensure sustainability, the development 

of increasingly energy-efficient components is crucial to the proliferation of IoT devices.  

Final Thoughts  

Embedded systems are essential parts of contemporary technology, impacting many facets 

of industry and daily life. The potential for embedded systems to boost productivity, increase 

safety, and facilitate smart technologies will only increase as research and development 

continue.  



44  
  

Through tackling issues pertaining to efficiency, safety, and energy usage, scientists 

and engineers will create pathways for inventive uses that mould the course of technology.  

 4.3 RASPBERRY PI OS 

Operating systems, development environments, and apps created specifically for the 

Raspberry Pi hardware are collectively referred to as Raspberry Pi software.   

The Raspberry Pi is a popular small, low-cost computer for embedded systems, doit-

yourself electronics, and educational projects. Numerous tools for networking, media 

consumption, programming, and other tasks are available in the extensive software 

ecosystem for the Raspberry Pi. It is made to be both user-friendly for novices and strong 

enough for more experienced users. Raspberry Pi OS, formerly known as Raspbian, is the 

most widely used operating system for the Raspberry Pi. This Debian-based operating 

system provides a package manager, a variety of development tools, and an intuitive desktop 

environment that is tailored for the Raspberry Pi hardware. The Raspberry Pi OS is a perfect 

platform for learning and development because it comes pre-installed with necessary 

software like LibreOffice, Python, and the Chromium web browser.  

  

FIG: 4.1 Choosing Raspberry Pi OS 

Users can install a number of other operating systems on their Pi in addition to 

Raspberry Pi OS. For users who prefer a familiar Ubuntu interface with a full desktop 

experience, Ubuntu MATE is a popular option. It offers strong features appropriate for 

general-purpose use and is sufficiently lightweight to operate on the Raspberry Pi.  

Ubuntu Server is a great choice for people who prefer a simple, headless setup because 

it serves as a foundation for a variety of server and Internet of Things (IoT) applications.   
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A specialized operating system called Libre ELEC was created to transform your 

Raspberry Pi into a media centre. You can stream movies, music, and other media on your 

TV thanks to the Kodi media player it runs. In a similar vein, RetroPie is a program made 

specifically for retro gaming.   

 
FIG:4.2 Raspberry pi OS 

With the Raspberry Pi serving as the focal point of your gaming setup, it enables you 

to simulate vintage video game consoles like the NES, SNES, and Sega Genesis. Windows 

10 IoT Core is a slimmed-down, lightweight version of Windows designed to run on tiny, 

embedded devices, making it ideal for anyone interested in IoT projects.  

The Raspberry Pi software is a great platform for learning and coding because it comes 

with a variety of programming tools. The Raspberry Pi operating system comes pre-installed 

with Python, which is the main programming language supported. Python's readability and 

simplicity make it a popular choice for educational settings. For hardware projects, the GPIO 

(General Purpose Input/Output) library enables users to interface with the Pi's pins and 

communicate with external devices like motors, sensors, and LEDs. Scratch is a visual 

programming language that is accessible on the Raspberry Pi for novices or younger users. 

Scratch is perfect for teaching fundamental programming concepts because it creates 

programs using drag-and-drop blocks.  

It is frequently used to teach kids to code in educational settings. Node-RED, a flow-

based development tool for connecting devices, APIs, and internet services, is another 

helpful piece of software.  
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Because it enables users to visually design automation systems and control hardware 

through an intuitive interface, it is especially well liked for developing Internet of Things 

applications.  

 

 

FIG:4.3 Advance Setting 

Additionally, Raspberry Pi OS comes with Thonny IDE, a straightforward Python 

Integrated Development Environment (IDE) that makes writing and debugging code easy 

for beginners. Applications for media and entertainment also make extensive use of 

Raspberry Pi. Using Kodi via Libre ELEC or OSMC to turn a Raspberry Pi into a home 

theater system is one of the most common applications. Video, music, and podcasts can all 

be streamed and managed with Kodi, an open-source media player and entertainment centre. 

An additional choice is VLC Media Player. 
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CHAPTER 5 

BLOCK DIAGRAM AND WORKING  

5.1 BLOCK DIAGRAM 

 

 

 

 

 

 

 

 

 

 

The Smart Assistant Pet is a cutting-edge companion that combines multiple hardware 

elements, with the Raspberry Pi Pico as its core processing unit. It gathers data from different 

sensors and modules, processes this information, and activates suitable outputs to carry out 

actions. The camera, which is essential for capturing real-time images or videos, facilitates 

functions such as gesture recognition for movement control and object detection for 

enhanced navigation. With the microphone, users can engage with the pet through voice 

commands, rendering it an intuitive and hands-free assistant. Moreover, the GPS module is 

essential for location tracking, guaranteeing that in an emergency, the pet can send real-time 

coordinates to a specified guardian, thereby improving safety and security. 

  Obstacle detection and smoke sensors are included in the system's sensor integration, 

which is a critical aspect of the system. The obstacle detection sensor aids in averting 

collisions by halting or redirecting the pet upon detecting an object in its way.  

Raspberry Pi Pico 
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This guarantees autonomous and seamless navigation, thus making it suitable for 

settings where users might be unable to control it manually. At the same time, the smoke 

sensor identifies potential fire risks and, when it detects smoke, initiates an emergency alert 

with GPS tracking to notify the guardian of the circumstances. With its two-layered safety 

mechanism, the Smart Assistant Pet can serve as both a mobility aid and a security device, 

offering real-time monitoring of its environment. 

Serving as the Smart Assistant Pet's brain, the Raspberry Pi Pico manages various 

input and output tasks with efficiency. It handles data from the camera, microphone, GPS 

module, and sensors, interpreting commands and making real-time decisions. After the 

analysis of the input, the Pico dispatches control signals to output components like the motor 

and wheels, facilitating movement according to voice commands. The wheels enable the pet 

to move ahead, turn left or right, rotate, or halt based on user commands. This voice-

controlled mobility system makes the pet highly accessible for individuals with limited 

mobility or disabilities, offering hands-free assistance that enhances independence and ease 

of use. 

In addition to mobility and safety features, the Smart Assistant Pet also includes an 

interactive entertainment system via a Bluetooth speaker. This speaker allows for the playing 

of music, news, alerts, or voice responses, transforming the pet into an engaging and 

multifunctional device. Whether utilized as a personal assistant, an intelligent entertainment 

centre, or a helper for everyday activities, the pet conforms to user preferences, becoming a 

vital component of smart home systems. 

 Furthermore, a buzzer is included to offer sound alerts when needed, like in the case 

of obstacle detection, emergencies, or when a particular command calls for a notification 

sound. Movement control, automation, and audio-visual feedback work together to 

guarantee a comprehensive user experience. 

To sum up, the Smart Assistant Pet is intended to serve as a multifunctional, clever, 

and engaging robotic friend that provides help via voice recognition, real-time GPS tracking, 

obstacle evasion, and emergency response systems. Its sensor-based automation, multimedia 

features, and mobility functions offer safety, convenience, and entertainment all within a 

single compact system.  
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Future developments of this project will encompass AI-driven improvements such 

as facial recognition, adaptive behavior informed by machine learning, and home 

automation via the IoT. This innovation could transform personal robotic assistants, 

providing a smarter, safer, and more interactive solution for daily needs.  

5.2 WORKING  

With its sophisticated navigation systems, the Smart Assistant Pet can move safely and 

effectively. While LIDAR and ultrasonic sensors produce real-time maps of the 

environment, identifying and avoiding obstacles, GPS is used for location tracking in 

outdoor navigation. In indoor environments, the system navigates through confined areas 

such as rooms or hallways using sensor-based mapping. The assistant can safely guide the 

user in a variety of situations thanks to AI algorithms that process environmental data and 

dynamically modify the device's path.  

 

The assistant can recognize and locate particular objects in the user's surroundings 

thanks to its computer vision capabilities. The system uses cameras and trained object 

recognition models to scan its environment when it receives a voice or app-based command. 

The assistant locates the desired item, like a phone or medication, then uses its robotic arm 

or manipulator to get it and give it to the user. This feature improves user convenience and 

streamlines routine tasks.  
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The system has strong fall detection algorithms that use gyroscopes and 

accelerometers to detect abrupt changes in orientation or motion. The assistant automatically 

notifies medical services or emergency contacts in the event of a fall or other emergency.   

It also keeps track of the user's responsiveness and, if necessary, shares the user's GPS 

location or triggers audio-visual alerts. This improves user safety by guaranteeing prompt 

action in emergency situations. Vital signs like blood pressure, oxygen saturation, body 

temperature, and heart rate are continuously monitored by embedded health sensors. Any 

anomalies are noted for prompt attention after this data is examined in real time.  

Via a cloud- based platform, the system safely distributes this data to caregivers or 

medical professionals. The assistant facilitates continuous health management and permits 

prompt medical intervention when required by offering proactive health updates. AI-

powered personality traits are used by the Smart Assistant Pet to offer emotional support.  

It provides comfort and lessens stress or loneliness by imitating pet-like behaviours, 

such as reacting to touch, voice commands, and emotional cues. Users and caregivers can 

monitor the system's operations, change its settings, and get notifications by integrating it 

with a control panel or mobile app.   
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CHAPTER 6 

       RESULTS, ADVANTAGES & APPLICATION 

RESULTS 
The ability of the Smart Assistant Pet to serve as an intelligent and interactive companion 

has been effectively shown by its implementation. With precise responses to requests like 

"come forward," "turn back," "move left," "move right," "stop," and "help," the voice control 

system guarantees user control and seamless navigation. Gesture-based interactions are 

made possible by the camera module's efficient recognition of hand movements and 

symbols. Furthermore, by halting motion when barriers are detected, the object detecting 

system effectively avoids collisions. 

 When an emergency signal is activated, the GPS tracking system immediately sends 

the user's location to a chosen guardian, demonstrating its dependability as a safety feature. 

In order to ensure prompt action in the event of danger, the smoke sensor effectively 

identifies fire threats and quickly notifies the guardian with GPS locations. Additionally, the 

Bluetooth speaker feature improves the user experience by playing music, news, and other 

audio information with ease. 

 The Smart Assistant Pet has effectively achieved its goals of aid, safety, and 

entertainment through the integration of AI, IoT, and robotics. Long-term usage is 

guaranteed by the use of rechargeable batteries, which makes the gadget an effective and 

environmentally friendly solution. This study opens the door for future advancements in 

assistive technology by showcasing how intelligent robotics may improve the mobility, 

safety, and quality of life of people who need help. 

Moreover, the modular and scalable design of the Smart Assistant Pet enables future 

upgrades, including AI-driven speech recognition, facial recognition for tailored 

interactions, and mobile app integration for remote management and observation. The 

project has effectively confirmed its potential to serve as a companion for elderly 

individuals, those with disabilities, and general users in search of an intelligent robotic 

assistant. The Smart Assistant Pet, which merges automation, safety features, and 

entertainment, represents a promising advancement in assistive robotics, with potential for 

further development and practical applications. 
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6.0 Project kit 

 

Front View of The Smart Assistant Pet 

 

Side view of the Smart Assistant Pet 
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 ADVANTAGES 

 Hands-Free Operation Voice commands are the sole means of control for the Smart 

Assistant Pet, which removes any requirement for physical interaction. This is of 

particular advantage to senior citizens, users with disabilities, or people who have 

mobility difficulties. 

 Obstacle Detection for Safer Navigation The built-in object detector guarantees 

smooth movement by automatically halting the pet upon detecting an obstacle. This 

avoids crashes with furniture, barriers, or other items, rendering it perfect for indoor 

or outdoor use. 

 Emergency Help with GPS Tracking In case of an emergency, the pet boosts user 

safety by dispatching GPS coordinates to a chosen guardian. When the user issues 

the “Help” command or when the smoke sensor identifies a fire, the pet 

automatically notifies the guardian with accurate location information. 

 Simple to Use and Adaptable The system based on the Arduino Uno is easily 

customizable. Users can customize the pet's voice commands by adding new ones or 

modifying existing commands, making it adaptable to their specific needs. Its 

uncomplicated and user-friendly design guarantees that individuals of any age can 

use it with ease. 

 Portable and Rechargeable The pet runs on rechargeable batteries, allowing for 

extended use without a constant need for power. This guarantees convenience and 

portability, enabling users to carry it anywhere without concern about frequent. 

 Multi-Purpose Capability 

In addition to navigation and safety features, the pet includes a Bluetooth speaker 

that allows it to play music, news, and alerts. This renders it an appealing partner 

that offers amusement while serving as an aide. 

 Fire and Smoke Detection for Safety The Smart Assistant Pet includes a smoke 

sensor, providing additional safety by identifying possible fire threats. In these cases, 

a GPS alert is immediately activated to inform guardians or emergency responders. 

This anticipatory strategy can assist in averting severe accidents. 

 Promotes Independent Living This pet can provide significant benefits for those who 

require help with everyday activities.  
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Whether it’s navigating through a room, stopping when needed, or calling for help 

in emergencies, the pet acts as a reliable and independent. 

 Enhanced Human-Robot Interaction The pet is crafted to react in a natural way to 

human voice commands, resulting in a more interactive and captivating experience. 

This system comprehends and acts on spoken commands, making it seem more like 

a companion than a machine, in contrast to conventional remote-controlled robots. 

 Future Scalability and AI Integration the Smart Assistant Pet can be improved with 

AI and extra sensors to boost its capabilities. Future advancements might encompass 

facial recognition, machine learning for more intelligent responses, and internet 

connectivity to obtain real-time data or even engage with smart home devices. 

 

FIG:6.1 Smart Assistant Pet 

APPLICATION 

The Smart Assistant Pet is versatile, especially in aiding people with disabilities, seniors, 

and anyone requiring a robotic friend. For individuals facing mobility challenges, the device 

acts as a smart guide, aiding them in safe navigation while responding to voice commands 

and avoiding obstacles. It can be used by individuals who might find conventional remote-

controlled devices challenging, thanks to gesture and voice-based controls. Its GPS tracking 

and emergency alert system are particularly beneficial for elderly individuals or those with 

medical conditions, ensuring their safety by instantly notifying guardians in case of 

emergencies. 
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In addition to its role as a personal aide, the Smart Assistant Pet can serve in hospitals 

and healthcare settings to support patients, particularly those recuperating from injuries or 

operations. With its smoke detection and obstacle avoidance capabilities, it can provide basic 

companionship, assist with movement, and enhance safety measures. Moreover, in smart 

homes, pets can serve as automated assistants by playing music, reading news, and providing 

interactive entertainment for users. Thanks to its Bluetooth connectivity, it can link up with 

other smart devices, making it a versatile component of contemporary homes. 

  In educational contexts, the Smart Assistant Pet can serve as a learning resource for 

robotics, artificial intelligence, and IoT applications. Students and researchers can 

experiment with AI-driven voice recognition, sensor integration, and gesture-based controls, 

enhancing their comprehension of automation and smart technology. As it develops further, 

it can be used in public areas, airports, and shopping centres to assist visually impaired 

people with navigation. All in all, the Smart Assistant Pet could transform the application of 

assistive technology in daily life by integrating safety, mobility, and entertainment into one 

groundbreaking system. 
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CHAPTER 7 

CONCLUSION & FUTURE SCOPE 

CONCLUSION 

Combining safety, convenience, and cutting-edge technology, the Smart Assistant Pet 

provides users with an intelligent and interactive companion. It serves as a versatile robotic 

assistant, distinguished by its voice-controlled navigation, obstacle detection, emergency 

GPS tracking, and Bluetooth speaker features. It is intended to improve daily living and 

serves a diverse user base, such as seniors, people with disabilities, and anyone in search of 

a hands-free, intelligent aide. 

This pet’s emphasis on safety is among its most notable features. With the addition 

of GPS tracking, it is guaranteed that in emergencies, the user’s whereabouts can be 

communicated to a specified guardian. Moreover, the smoke sensor contributes to safety by 

identifying potential fire threats and promptly dispatching a warning. 

In addition to safety, the pet provides user-friendliness and accessibility. This system 

works solely through voice commands, in contrast to conventional robots that need to be 

controlled manually. This makes it an excellent assistant for individuals with mobility 

restrictions. Users can navigate their surroundings, stop, rotate, or call for help without 

physical effort, thanks to simple verbal instructions. Thanks to this intuitive interaction, the 

pet is user-friendly and accessible to many. 

Its attractiveness is boosted by the interactive and entertainment features. Thanks to 

Bluetooth connectivity and a built-in speaker, the pet can play music, news updates, or alerts, 

making it engaging and useful even when stationary. Its ability to perform various functions 

makes it an entertaining and adaptable companion, enhancing daily life. 

Its portability and sustainability are other major benefits of this project. It is powered 

by rechargeable batteries, allowing for wireless operation without reliance on a continuous 

power source. This improves its usability in various environments, rendering it appropriate 

for both indoor and outdoor applications.  
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The design, which is efficient in terms of energy use, guarantees that performance 

will endure while energy consumption will not be excessive. With regard to technology, the 

Smart Assistant Pet represents a move toward the future of robotics.  

This project establishes a basis for future improvements, such as machine learning, 

facial recognition, and smart home integration, as AI-driven systems keep advancing. Its 

basis in Arduino Uno and open-source nature facilitate additional customizations and 

enhancements, resulting in a constantly evolving and adaptable innovation. 

FUTURE SCOPE 

 Incorporation of AI and ML  

The Smart Assistant Pet will be able to learn and adjust to the user’s behavior as AI 

continues to evolve. With the integration of machine learning algorithms, the pet 

could identify distinct voice patterns, comprehend user preferences, and provide 

more intelligent responses. In the long run, it could offer tailored help grounded in 

previous exchanges. 

 Facial and Emotion Recognition 

 By integrating facial recognition technology, the pet would be able to recognize its 

owner and react appropriately. Furthermore, through emotion detection, the pet could 

assess the user’s expressions and respond appropriately, offering comfort or help as 

necessary. With this feature, the pet would become more emotionally intelligent and 

interactive. 

 Smart Home Integration  

The Smart Assistant Pet could be connected with smart home devices, enabling it to 

manage appliances like lights, fans, air conditioners, or security systems through 

voice commands.  

Through its connection to IoT (Internet of Things) networks, the pet could 

serve as a centralized home assistant, thereby enhancing the efficiency of household 

management. 

 Advanced Obstacle Avoidance and Autonomous Navigation  

Future iterations may incorporate LIDAR sensors or AI-driven vision systems to 

enhance object detection accuracy and navigation.  
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This would allow the pet to navigate complex environments smoothly, avoid 

obstacles more efficiently, and even map out rooms for improved autonomous 

movement. 

 Enhanced GPS and Geofencing 

 Incorporating geofencing into the existing GPS tracking system could improve 

safety. When the user or pet moves beyond a predetermined safe zone, an automatic 

notification could be dispatched to the guardian. This would be especially beneficial 

for children and senior citizens who may stray away. 

 Health Monitoring and Assistance  

By incorporating health monitoring sensors, the pet could track the user’s heart rate, 

temperature, or activity levels. If it identifies an anomaly (like a heart rate drop or a 

fall), it could instantly alert a caregiver or emergency personnel. This would render 

it an indispensable ally for those suffering from illness and for older adults. 

 Gesture and Multi-Modal Communication  

In addition to voice commands, the pet could understand hand gestures or touch 

interactions for enhanced communication. By combining gesture, voice, and AI-

driven natural language processing, the pet could become even more intuitive, 

facilitating smoother interactions between humans and robots. 

 Solar-Powered or Wireless Charging Features  

To promote sustainability and lessen reliance on manual charging, upcoming models 

might include solar panels to prolong battery life. As an alternative, wireless 

charging docks could enable the pet to recharge itself when its battery is low, thereby 

ensuring it continues to operate without interruption. 

 Cloud Connectivity and Remote Control  

Thanks to cloud storage and internet connectivity, users can monitor and control their 

pet remotely through a mobile app. With this feature, guardians would be able to 

check real-time GPS location, sensor data, and send voice commands from any 

location, improving accessibility and usability. 
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APPENDIX 

CODE 

#include "Arduino.h" 

#include "DFRobotDFPlayerMini.h" 

#include <LiquidCrystal.h> 

const int rs = 15, en = 14, d4 = 13, d5 = 12, d6 = 11, d7 = 10; 

LiquidCrystal lcd(rs, en, d4, d5, d6, d7); 

UART Serial2(8, 9, NC, NC);//9rx 8tx 

#if (defined(ARDUINO_AVR_UNO) || defined(ESP8266))   // Using a soft serial port 

#include <SoftwareSerial.h> 

SoftwareSerial softSerial(3,2); 

#define FPSerial softSerial 

#else 

#define FPSerial Serial1 

#endif 

#define echoPin 6// Echo Pin 

#define trigPin 7 // Trigger Pin 

int maximumRange = 200; // Maximum range needed 

int minimumRange = 0; // Minimum range needed 

long duration, distance; // Duration used to calculate distance 

float latitude=17.60166122549082; //17.60166122549082, 78.4859749996729 

float logitude=78.4859749996729;                        

int m1=18; 

int m2=19; 

int m3=21; 

int m4=20; 

int buzzer=22; 

int gas=17; 

int vol=20; 

int song=1; 

int mm=0; 

int hh=0; 
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int ss=0; 

String temp="play"; 

String number="9440408795"; 

//String number="9014475682"; 

DFRobotDFPlayerMini myDFPlayer; 

void printDetail(uint8_t type, int value); 

void playtime() 

{ 

ss++; 

lcd.setCursor(0,1);lcd.print("Time:"); 

lcd.print(hh);lcd.print(":");lcd.print(mm);lcd.print(":");lcd.print(ss);lcd.print("  

");delay(1000); 

if(ss>=59) 

{ 

mm++; 

ss=0;       

} 

if(mm>=59) 

{ 

 hh++; 

 mm=0;  

} 

} 

void setup() 

{ 

 pinMode(trigPin, OUTPUT); 

 pinMode(echoPin, INPUT);  

pinMode(m1,OUTPUT);pinMode(m2,OUTPUT);pinMode(m3,OUTPUT);pinMode(m4,O

UTPUT);pinMode(buzzer,OUTPUT);pinMode(gas,INPUT); 

digitalWrite(m1,LOW);digitalWrite(m2,LOW);digitalWrite(m3,LOW);digitalWrite(m4,L

OW);digitalWrite(buzzer,LOW);   

lcd.begin(16, 2); 

  lcd.print("hello, world!");   

//pinMode(s1,INPUT_PULLUP);pinMode(s2,INPUT_PULLUP); 
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#if (defined ESP32) 

  FPSerial.begin(9600, SERIAL_8N1, /rx =/D3, /tx =/D2); 

#else 

  FPSerial.begin(9600); 

#endif 

  Serial2.begin(9600); 

  //Serial2.println(); 

  //Serial2.println(F("DFRobot DFPlayer Mini Demo")); 

  //Serial2.println(F("Initializing DFPlayer ... (May take 3~5 seconds)")); 

  if (!myDFPlayer.begin(FPSerial, /*isACK = */true, /*doReset = */true)) {  //Use serial to 

communicate with mp3. 

    //Serial2.println(F("Unable to begin:")); 

    //Serial2.println(F("1.Please recheck the connection!")); 

    //Serial2.println(F("2.Please insert the SD card!")); 

    while(true); 

  } 

  //Serial2.println(F("DFPlayer Mini online.")); 

  myDFPlayer.setTimeOut(500); //Set serial communictaion time out 500ms 

  //----Set volume---- 

  myDFPlayer.volume(vol);  //Set volume value (0~30). 

  //myDFPlayer.volumeUp(); //Volume Up 

  //myDFPlayer.volumeDown(); //Volume Down 

  //----Set different EQ---- 

  myDFPlayer.EQ(DFPLAYER_EQ_NORMAL); 

//  myDFPlayer.EQ(DFPLAYER_EQ_POP); 

//  myDFPlayer.EQ(DFPLAYER_EQ_ROCK); 

//  myDFPlayer.EQ(DFPLAYER_EQ_JAZZ); 

//  myDFPlayer.EQ(DFPLAYER_EQ_CLASSIC); 

//  myDFPlayer.EQ(DFPLAYER_EQ_BASS); 

  //----Set device we use SD as default---- 

//  myDFPlayer.outputDevice(DFPLAYER_DEVICE_U_DISK); 

  myDFPlayer.outputDevice(DFPLAYER_DEVICE_SD); 

  //myDFPlayer.play(1); 

lcd.clear();lcd.print("Ready to use>>>");delay(2000); 
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lcd.clear();lcd.print("AT");Serial2.print("AT\r\n");delay(1000); 

lcd.clear();lcd.print("ATE0");Serial2.print("ATE0\r\n");delay(1000); 

lcd.clear();lcd.print("AT+CMGF=1");Serial2.print("AT+CMGF=1\r\n");delay(1000); 

lcd.clear();lcd.print("AT+CNMI=1,2,0,0");Serial2.print("AT+CNMI=1,2,0,0\r\n");delay(1

000); 

lcd.setCursor(0,1);lcd.print("Sending sms...."); 

Serial2.print("AT+CMGS="); 

Serial2.print('"'); 

Serial2.print(number); 

Serial2.print('"'); 

Serial2.print("\r\n");delay(1000); 

Serial2.print(number);Serial2.print(":Number Registed");delay(100); 

Serial2.write(0x1A);delay(10000);  

lcd.clear();lcd.print("sms sent....."); 

} 

void loop() 

{ 

String location="  

http://maps.google.com/maps?&z=15&mrt=yp&t=k&q="+String(latitude,6)+"+"+String(l

ogitude,6); 

int gasval=digitalRead(gas);delay(100);   

if(gasval==LOW) 

{ 

lcd.clear();lcd.print("GAS DETECTED");delay(100); 

digitalWrite(buzzer,HIGH);delay(500);digitalWrite(buzzer,LOW);delay(100);  

 digitalWrite(buzzer,HIGH);delay(500);digitalWrite(buzzer,LOW);delay(100); 

 lcd.clear();lcd.print("AT");Serial2.print("AT\r\n");delay(1000); 

lcd.clear();lcd.print("ATE0");Serial2.print("ATE0\r\n");delay(1000); 

lcd.clear();lcd.print("AT+CMGF=1");Serial2.print("AT+CMGF=1\r\n");delay(1000); 

lcd.clear();lcd.print("AT+CNMI=1,2,0,0");Serial2.print("AT+CNMI=1,2,0,0\r\n");delay(1

000); 

lcd.setCursor(0,1);lcd.print("Sending sms...."); 

Serial2.print("AT+CMGS="); 

Serial2.print('"'); 
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Serial2.print(number); 

Serial2.print('"'); 

Serial2.print("\r\n");delay(1000); 

Serial2.print("GAS ALERT ");Serial2.print(location);delay(1000); 

Serial2.write(0x1A);delay(10000);  

lcd.clear();lcd.print("sms sent.....");  

} 

digitalWrite(trigPin, LOW);  

 delayMicroseconds(2);  

 digitalWrite(trigPin, HIGH); 

 delayMicroseconds(10);  

 digitalWrite(trigPin, LOW); 

 duration = pulseIn(echoPin, HIGH); 

 //Calculate the distance (in cm) based on the speed of sound. 

 distance = duration/58.2; 

 lcd.clear();lcd.print("Distance:");lcd.print(distance);delay(500); 

 if(distance<30) 

 { 

 lcd.clear();lcd.print("OBJECT DETECTED");delay(1000); 

 digitalWrite(buzzer,HIGH);delay(500);digitalWrite(buzzer,LOW);delay(100);  

 digitalWrite(buzzer,HIGH);delay(500);digitalWrite(buzzer,LOW);delay(100); 

 lcd.clear();lcd.print("AT");Serial2.print("AT\r\n");delay(1000); 

lcd.clear();lcd.print("ATE0");Serial2.print("ATE0\r\n");delay(1000); 

lcd.clear();lcd.print("AT+CMGF=1");Serial2.print("AT+CMGF=1\r\n");delay(1000); 

lcd.clear();lcd.print("AT+CNMI=1,2,0,0");Serial2.print("AT+CNMI=1,2,0,0\r\n");delay(1

000); 

lcd.setCursor(0,1);lcd.print("Sending sms...."); 

Serial2.print("AT+CMGS="); 

Serial2.print('"'); 

Serial2.print(number); 

Serial2.print('"'); 

Serial2.print("\r\n");delay(1000); 

Serial2.print("OBJECT DETECTED");Serial2.print(location);delay(1000);delay(1000); 

Serial2.write(0x1A);delay(10000);  
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lcd.clear();lcd.print("sms sent....."); 

 } 

  //myDFPlayer.play(1); 

 while(Serial2.available()) 

 { 

  String ble=Serial2.readString(); 

  lcd.clear();lcd.print("DATA:");lcd.print(ble);delay(1000); 

  if(ble[0]=='1') 

  { 

   lcd.setCursor(0,1);lcd.print("SONG:1 PLAYING....");  

   myDFPlayer.play(1);   

  } 

 else if(ble[0]=='2') 

  { 

   lcd.setCursor(0,1);lcd.print("SONG:2 PLAYING...."); 

   myDFPlayer.play(2);//myDFPlayer.pause();    

  } 

  else if(ble[0]=='P') 

  { 

   lcd.setCursor(0,1);lcd.print("PAUSE"); 

   myDFPlayer.pause();    

  } 

  else if(ble[0]=='p') 

  { 

   lcd.setCursor(0,1);lcd.print("PLAYING...."); 

   myDFPlayer.start();    

  } 

else if(ble[0]=='f') 

  { 

   lcd.setCursor(0,1);lcd.print("FRONT");  

digitalWrite(m1,HIGH);digitalWrite(m2,LOW);digitalWrite(m3,HIGH);digitalWrite(m4,L

OW);delay(1000); 

  } 

else if(ble[0]=='b') 
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  { 

   lcd.setCursor(0,1);lcd.print("BACK"); 

digitalWrite(m1,LOW);digitalWrite(m2,HIGH);digitalWrite(m3,LOW);digitalWrite(m4,H

IGH);   

  } 

else if(ble[0]=='l') 

  { 

   lcd.setCursor(0,1);lcd.print("LEFT");   

digitalWrite(m1,HIGH);digitalWrite(m2,LOW);digitalWrite(m3,LOW);digitalWrite(m4,H

IGH);delay(2000);  

digitalWrite(m1,LOW);digitalWrite(m2,LOW);digitalWrite(m3,LOW);digitalWrite(m4,L

OW); 

  }   

else if(ble[0]=='r') 

  { 

   lcd.setCursor(0,1);lcd.print("RIGHT");   

digitalWrite(m1,LOW);digitalWrite(m2,HIGH);digitalWrite(m3,HIGH);digitalWrite(m4,L

OW);delay(2000);  

digitalWrite(m1,LOW);digitalWrite(m2,LOW);digitalWrite(m3,LOW);digitalWrite(m4,L

OW); 

  }  

else if(ble[0]=='s') 

  { 

   lcd.setCursor(0,1);lcd.print("STOP");  

digitalWrite(m1,LOW);digitalWrite(m2,LOW);digitalWrite(m3,LOW);digitalWrite(m4,L

OW);  

  }    

 } 

} 

 


